## BABACANLAR İNŞAAT TAAHHÜT MÜHENDİSLİK ASANSÖR GIDA SANAYİ VE TİCARET LİMİTED ŞİRKETİ 6698 SAYILI KİŞİSEL VERİLERİN KORUNMASI KANUNU GEREĞİNCE GENEL AYDINLATMA METNİ

**1.AMAÇ**

İşbu Aydınlatma Metni, Babacanlar İnşaat Taahhüt Mühendislik Asansör Gıda San.tic.ltd.Şirketi’ne **(“Şirket”)**,  alışveriş yapmak, ziyaret etmek ve Şirket ile iş ilişkisi kurmak/yürütmek amacıyla gelen, müşteriler , ziyaretçiler, tedarikçiler, taşeronlar, taşeronların/tedarikçilerin çalışanları  kısacası sayılanlarla sınırlı olmamak üzere faaliyetler sırasında temas edilen tüm gerçek kişilere ait kişisel verilerin 6698 Sayılı Kişisel Verilerin Korunması Kanunu (**“KVK Kanunu”**) ve sair mevzuat hükümlerine uygun şekilde işlenmesine yönelik ilkelerin neler olduğunun açıklanmasını amaçlamaktadır.

Şirket’in gerçek kişi müşterisi/ziyaretçisi/tedarikçisi/taşeronu/taşeronların/tedarikçilerin çalışanı, ve her nam altında temas edilen gerçek kişi olmanız sebebiyle Şirket’e bildirdiğiniz/bildireceğiniz ve/veya Şirket tarafından haricen herhangi bir yoldan temin edilen kişisel verileriniz Şirket tarafından “Veri Sorumlusu” sıfatıyla,

* Kişisel verilerinizi işlenmelerini gerektiren amaç çerçevesinde ve bu amaç ile bağlantılı, sınırlı ve ölçülü şekilde,
* Şirket’e bildirdiğiniz veya bildirildiği şekliyle kişisel verilerin doğruluğunu ve en güncel halini koruyarak,
* Kaydedileceğini, depolanacağını, muhafaza edileceğini, yeniden düzenleneceğini, kanunen bu kişisel verileri talep etmeye yetkili olan kurumlar ile paylaşılacağını ve KVK Kanunu’nun öngördüğü şartlarda, yurtiçi üçüncü kişilere aktarılacağını, devredileceğini, sınıflandırılabileceğini ve KVK Kanunu’nda sayılan sair şekillerde işlenebileceğini ve KVK Kanunu’nda sayılan diğer işlemlere tabi tutulabileceğini bildiririz.

Aydınlatma Metni ile Şirket tarafından yürütülen faaliyetlerin KVK Kanunu’nda yer alan ilkelerle uyumlu olarak sürdürülmesi ve geliştirilmesi benimsenmiştir

**2. İLGİLİ GERÇEK KİŞİLERİN KİŞİSEL VERİ KATEGORİLERİ**

Şirket, kişisel verilerinizi işbu Aydınlatma Metni’nde belirtilen amaçlar doğrultusunda işleyecektir.

Şirket tarafından toplanan ve kullanılan, kişisel veriler özellikle şunlardır:

| **Veri Kategorisi** | **Kişisel Veri İşleme Amacı** |
| --- | --- |
| 1-Kimlik | * Çalışanlar İçin İş Akdi Ve Mevzuattan Kaynaklı Yükümlülüklerin Yerine Getirilmesi |
| 2-İletişim | * Mal / Hizmet Satış Süreçlerinin Yürütülmesi * Mal / Hizmet Satış Sonrası Destek Hizmetlerinin Yürütülmesi * Mal / Hizmet Satın Alım Süreçlerinin Yürütülmesi * İletişim Faaliyetlerinin Yürütülmesi * Çalışanlar İçin İş Akdi Ve Mevzuattan Kaynaklı Yükümlülüklerin Yerine Getirilmesi |
| 4-Özlük | * Çalışanlar İçin İş Akdi Ve Mevzuattan Kaynaklı Yükümlülüklerin Yerine Getirilmesi |
| 6-Müşteri İşlem | * Mal / Hizmet Satış Süreçlerinin Yürütülmesi * Mal / Hizmet Satış Sonrası Destek Hizmetlerinin Yürütülmesi * Finans Ve Muhasebe İşlerinin Yürütülmesi |
| 7-Fiziksel Mekan Güvenliği | * İş Faaliyetlerinin Yürütülmesi / Denetimi * Çalışanlar İçin Yan Haklar Ve Menfaatleri Süreçlerinin Yürütülmesi * Bilgi Güvenliği Süreçlerinin Yürütülmesi |
| 8-İşlem Güvenliği | * İletişim Faaliyetlerinin Yürütülmesi * Erişim Yetkilerinin Yürütülmesi |
| 12-Pazarlama | * Pazarlama Analiz Çalışmalarının Yürütülmesi |
| 21-Sağlık Bilgileri | * İş Sağlığı / Güvenliği Faaliyetlerinin Yürütülmesi * Çalışanlar İçin İş Akdi Ve Mevzuattan Kaynaklı Yükümlülüklerin Yerine Getirilmesi |
| 23-Ceza Mahkûmiyeti Ve Güvenlik Tedbirleri | * Çalışanlar İçin İş Akdi Ve Mevzuattan Kaynaklı Yükümlülük * lerin Yerine Getirilmesi |

**3. KİŞİSEL VERİLERİN İŞLENMESİ GENEL ŞARTLARI**

Kişisel veriler, Türkiye Cumhuriyeti Anayasasının 20’nci maddesinin üçüncü fıkrasında belirtildiği şekilde ancak Kanunda öngörülen hallerde veya kişinin açık rızası ile işlenebilmektedir. Bu kapsamda Şirket kişisel verileri amaç ve faaliyetleri kapsamında Kanunda öngörülen hallerde ve ilgili kişinin açık rızası ile işlemektedir.

KVK Kanunu’nun 5’inci maddesine göre kişisel veriler ilgili kişinin açık rızası olmaksızın işlenemez. İlgili kişinin açık rızası belirli bir konuya ilişkin, bilgilendirmeye dayalı ve özgür irade ile açıklanmalıdır.

Kişisel veriler, yine KVK Kanununun 5’inci maddesinin ikinci fıkrasında sayılan şartların birisinin bulunması halinde, açık rıza olmaksızın da işlenebilmektedir.

Buna göre;

**3.1. Kanunlarda Açıkça Öngörülmesi Halinde**

Gerek KVK Kanunu ve ilgili mevzuatı gerekse diğer Yasa ve mevzuatlarda açıkça öngörülmesi halinde, kişisel veriler ilgili kişinin rızası olmasa dahi işlenebilecektir. Şirket Kanunlarda öngörülmesi halinde açık rıza olmasa dahi kişisel verileri işleyecektir.

**3.2. Fiili İmkânsızlık Nedeniyle Rızasını Açıklayamayacak Durumda Bulunan Veya Rızasına Hukuki Geçerlilik Tanınmayan Kişinin Kendisinin Ya Da Bir Başkasının Hayatı Veya Beden Bütünlüğünün Korunması İçin Zorunlu Olması Halinde**

İlgili kişinin açık rıza veremeyecek durumda olması veya rızasına hukuken geçerlilik tanınamadığı hallerde ve ayrıca ilgili kişinin ya da bir başka kişinin hayatı veya beden bütünlüğünü korumak için zorunlu olması halinde Şirket tarafından kişisel veriler açık rıza olmaksızın işlenebilecektir.

**3.3. Bir Sözleşmenin Kurulması Veya İfasıyla Doğrudan Doğruya İlgili Olması Kaydıyla, Sözleşmenin Taraflarına Ait Kişisel Verilerin İşlenmesinin Gerekli Olması Halinde**

Bir sözleşmenin kurulması veya ifası ile doğrudan doğruya ilgili olması kaydıyla, sözleşmenin taraflarına ait kişisel verilerin işlenmesinin gerekli olması halinde Şirket tarafından kişisel veriler açık rıza olmaksızın işlenebilecektir.

**3.4. Veri Sorumlusunun Hukuki Yükümlülüğünü Yerine Getirebilmesi İçin Zorunlu Olması Halinde**

KVK Kanunu ile Şirket veri sorumlusu olup, Şirket hukuki yükümlülüklerini yerine getirebilmek amacıyla zorunlu olan kişisel verileri açık rıza olmaksızın işleyebilecektir.

**3.5. İlgili Kişinin Kişisel Verisinin Kendisi Tarafından Alenileştirilmiş Olması Halinde**

Veri sahibinin herhangi bir yolla alenileştirmiş olduğu kişisel veriler Şirket amaç ve faaliyetleri için gerekli olması halinde açık rıza olmaksızın işlenebilecektir.

**3.6. Bir Hakkın Tesisi, Kullanılması veya Korunması İçin Veri İşlemenin Zorunlu Olması Halinde**

Kişisel verinin işlenmesi bir hakkın tesisi, kullanılması veya korunması için zorunlu olması hallinde kişisel veriler ilgili kişinin rızası olmaksızın işlenebilecektir.

**3.7. İlgili Kişinin Temel Hak Ve Özgürlüklerine Zarar Vermemek Kaydıyla, Veri Sorumlusunun Meşru Menfaatleri İçin Veri İşlenmesinin Zorunlu Olması Halinde**

Şirket’in meşru menfaatlerinin korunması için kişisel verilerin işlenmesinin zorunlu olması halinde kişinin temel hak ve özgürlüklerine zarar vermemek kaydıyla Şirket tarafından kişisel veriler rıza olmaksızın işlenebilecektir.

Şirket tarafından işlenen kişisel veriler yukarıda belirtilen KVK Kanunu’nun 5’inci maddesinin ikinci fıkrasında sayılan şartlardan bir ve/veya birkaçına dayalı olarak ve bu şartlarla sınırlı olarak işlenmektedir.

Şirket tarafından yukarıda sayılanlar dışında kişisel veri işlenme ihtiyacı ortaya çıkması halinde ilgili kişiden açık rıza alınarak veri işlenecektir.

**4. ÖZEL NİTELİKLİ KİŞİSEL VERİLERİN İŞLENMESİ**

Kanun kapsamında hassasiyet arz eden kişisel verilere, hukuka aykırı olarak işlendiğinde kişilerin mağduriyetine veya ayrımcılığa sebep olma riski nedeniyle özel önem atfedilmiştir. Bu “özel nitelikli” kişisel veriler; ırk, etnik köken, siyasi düşünce, felsefi inanç, din, mezhep veya diğer inançlar, kılık ve kıyafet, dernek, vakıf ya da sendika üyeliği, sağlık, cinsel hayat, ceza mahkumiyeti ve güvenlik tedbirleriyle ilgili veriler ile biyometrik ve genetik verilerdir.

Özel nitelikli kişisel veriler Şirketimiz tarafından, işbu Politika’da belirtilen ilkelere uygun olarak ve Kurul’un belirleyeceği yöntemler de dahil olmak üzere gerekli her türlü idari ve teknik tedbirler alınarak işlenmektedir

**5. KİŞİSEL VERİLERİN TOPLANMASINA VE İŞLENMESİNE İLİŞKİN YÖNTEMLER**

Kişisel Verilerinizi,

* Kişisel verileriniz Şirketimiz ile temas etmeniz halinde, Şirketimizin yönetimi , matbu ve çevrimiçi formlar, telefon, faks, e-posta, kargo v.b. vasıtalarla elektronik ve/veya fiziki ortamdan ve güvenlik kameraları aracılığı ile toplanmakta ve işlenmektedir.
* Şirketimizin iş bağlantıları veya hizmet/ürün tedarik ettiği firmalar gibi üçüncü kişiler kanalıyla; sözlü, yazılı veya elektronik ortamda olmak kaydıyla, tamamen veya kısmen otomatik olan ya da herhangi bir veri kayıt sisteminin parçası olarak otomatik olmayan çeşitli yöntemler ile toplamaktayız.

**6. KİŞİSEL VERİLERİN İŞLENMESİNDEKİ HUKUKİ SEBEPLER**

Yukarıdaki yöntemler doğrultusunda topladığımız kişisel verilerinizi aşağıda belirtilen hukuki sebeplerden bir veya birkaçına dayanarak ancak bunlarla sınırlı olmamak kaydıyla işlemekteyiz:

* Türkiye Cumhuriyeti’nde yürürlükte olan kanun ve yönetmelik hükümlerinin işlemeyi gerekli kılması,
* Fiili imkânsızlık nedeniyle rızanızı açıklayamayacak durumdayken şahsınızın veya bir başkasının yaşamı veya vücut bütünlüğünün korunması için zorunlu olması,
* Tarafınız veya firmanızla akdetmiş olduğumuz sözleşmenin ifası için gerekli olması,
* Yasal yükümlülüklerimizin yerine getirilmesi amacıyla kişisel verilerinizin işlenmesinin gerekli olması,
* Kişisel verinizin tarafınızca alenileştirilmiş olması,
* Şirket olarak yasal veya sözleşmesel haklarımızın kullanılması veya korunması için gerekli olması,
* Temel hak ve özgürlüklerinize zarar vermemek kaydıyla kişisel verilerinizin işlenmesinin meşru menfaatimiz için gerekli olması.
* Açık rızanızın bulunması,

İşlediğimiz tüm kişisel verilerinizi, KVK Kanunu ve diğer mevzuatlarda zorunlu kılınan sürelere uygun şekilde ve her halükârda yukarıdaki meşru amaçlar ortadan kalkmadığı müddetçe gerekli tüm idari ve teknik tedbirleri almak suretiyle muhafaza etmekteyiz.

## 7. KİŞİSEL VERİLERİN İŞLENME AMAÇLARI

Kişisel Verileriniz, Şirket tarafından aşağıda belirtilen amaçlar doğrultusunda ancak bunlarla sınırlı olmamak kaydıyla işlenebilir.

Yukarıda adı geçen veri sorumlusunun işlediği kişisel verilerin güvenliği için almış olduğu veri güvenliği tedbirleri aşağıda listelenmiştir.

| **Veri Güvenliği Tedbiri** |
| --- |
| Ağ güvenliği ve uygulama güvenliği sağlanmaktadır. |
| Ağ yoluyla kişisel veri aktarımlarında kapalı sistem ağ kullanılmaktadır. |
| İmzalanan sözleşmeler veri güvenliği hükümleri içermektedir. |
| Kağıt yoluyla aktarılan kişisel veriler için ekstra güvenlik tedbirleri alınmakta ve ilgili evrak gizlilik dereceli belge formatında gönderilmektedir. |
| Kişisel veri güvenliği politika ve prosedürleri belirlenmiştir. |
| Kişisel veri güvenliği sorunları hızlı bir şekilde raporlanmaktadır. |
| Kişisel veri güvenliğinin takibi yapılmaktadır. |
| Kişisel veri içeren fiziksel ortamlara giriş çıkışlarla ilgili gerekli güvenlik önlemleri alınmaktadır. |
| Kişisel veri içeren fiziksel ortamların dış risklere (yangın, sel vb.) karşı güvenliği sağlanmaktadır. |
| Kişisel veri içeren ortamların güvenliği sağlanmaktadır. |
| Kişisel veriler mümkün olduğunca azaltılmaktadır. |
| Mevcut risk ve tehditler belirlenmiştir. |
| Veri kaybı önleme yazılımları kullanılmaktadır. |

## 8. KİŞİSEL VERİLERİN SAKLANMASI

| **Veri Kategorisi** | **Veri Saklama Süresi** |
| --- | --- |
| 1-Kimlik**Kişisel Veri** | Diğer çalışanların iş sözleşmesi süresince |
| 2-İletişim**Kişisel Veri** | Diğer iş sözleşmesi süresince |
| 4-Özlük**Kişisel Veri** | Diğer çalışanların iş sözleşmesi süresince |
| 6-Müşteri İşlem**Kişisel Veri** | Diğer ticari faaliyet süresince |
| 7-Fiziksel Mekan Güvenliği**Kişisel Veri** | Diğer 1 hafta |
| 8-İşlem Güvenliği**Kişisel Veri** | Diğer 1 hafta |
| 12-Pazarlama**Kişisel Veri** | Diğer ticari faaliyet süresince |
| 21-Sağlık Bilgileri**Özel Nitelikli Kişisel Veri** | Diğer çalışanların iş sözleşmesi süresince |
| 23-Ceza Mahkûmiyeti Ve Güvenlik Tedbirleri**Özel Nitelikli Kişisel Veri** | Diğer çalışanların iş sözleşmesi süresince |

**9. KİŞİSEL VERİLERİN SİLİNMESİ, YOK EDİLMESİ VE ANONİMLEŞTİRİLMESİ USULLERİ**

Şirket tarafından başta Türkiye Cumhuriyeti Anayasası olmak üzere ilgili Kanun ve Yönetmeliklere uygun olarak işlenen kişisel veriler KVK Kanunu’nun 7 inci maddesi hükmü gereğince; işlenmesini gerektiren sebeplerin ortadan kalkması halinde ve belirlenen saklama sürelerinin sonunda ilgili kişinin başvurusuna uygun olarak ve belirlenen periyodik imha yöntemleri (silme ve/veya yok etme ve/veya anonimleştirme) ile imha edilmektedir.

Şirket, tarafından kişisel verilerin silinmesi ve yok edilmesi aşamasında; kişisel veriler fiziksel olarak yok edilmesi, yazılımdan güvenli yöntemlerle silinmesi ve gerekmesi halinde uzmanlar tarafından güvenli şekilde bir daha kurtarılamayacak şekilde silinerek yok edilir.

Şirket tarafından ayrıca kişisel verilerin niteliğine göre maskeleme teknikleri kullanılarak kişisel verilerin, başka verilerle eşleştirilerek dahi hiçbir surette kimliği belirli veya belirlenebilir bir gerçek kişiyle ilişkilendirilemeyecek hâle getirilerek anonimleştirilir.

Şirket kişisel verilerin silinmesi, yok edilmesi veya anonim hâle getirilmesine ilişkin olarak diğer kanunlarda yer alan hükümler ile KVK Kurulu tarafından yönetmelikle belirlenecek usul ve esasları da göz önüne alacaktır.

**10. VERİ SAHİBİNİN HAKLARI VE BU HAKLARIN KULLANILMASI**

**10.1.   Veri Sahibinin Hakları**

KVK Kanunu’nun 11. maddesi uyarınca, Şirket’e başvurarak kişisel verileriniz hakkında aşağıdaki konulara ilişkin taleplerde bulunabilirsiniz:

* Kişisel verilerinin işlenip işlenmediğini öğrenme,
* Kişisel verileri işlenmişse buna ilişkin bilgi talep etme,
* Kişisel verilerinin işlenme amacı ve bunların amacına uygun kullanılıp kullanılmadığını öğrenme,
* Kişisel verilerinin yurt içinde veya yurt dışında aktarıldığı üçüncü kişileri öğrenme,
* Kişisel verilerinin eksik veya yanlış işlenmiş olması halinde bunların düzeltilmesini isteme ve bu kapsamda yapılan işlemin kişisel verilerin aktarıldığı üçüncü kişilere bildirilmesini isteme,
* Kişisel verilerinin işlenmesini gerektiren sebeplerin ortadan kalkması halinde bunların silinmesini, yok edilmesini veya anonim hale getirilmesini isteme ve bu kapsamda yapılan işlemin kişisel verilerin aktarıldığı üçüncü kişilere bildirilmesini isteme,
* İşlenen kişisel verilerinin münhasıran otomatik sistemler vasıtasıyla analiz edilmesi suretiyle veri sahibinin aleyhine bir sonucun ortaya çıkmasına itiraz etme,
* Kişisel verilerinin kanuna aykırı olarak işlenmesi sebebiyle zarara uğraması halinde zararın giderilmesini talep etme.

## 11. VERİ SORUMLUSU KİMLİK VE İLETİŞİM BİLGİLERİ

İşbu aydınlatma metni, Türkiye’de kurulu ve aşağıda bilgileri verilen Babacanlar İnşaat Taahhüt Mühendislik Asansör Gıda San.tic.ltd.Şirketi tarafından “Veri Sorumlusu” sıfatıyla ilgili veri sahibi kişilere hitaben düzenlenmiştir.

**Ticari Unvan :**Babacanlar İnşaat Taahhüt Mühendislik Asansör Gıda San.tic.ltd.Şirketi

**Adres                         :**AKÇABURGAZ MAHALLESİ 1585. SOKAK NO: 2/1 ESENYURT İSTANBUL

**Mersis No                 :** 0128042957300012

**Telefon No                :**+90 (212) 000 00 00

**Faks No                     :**+90 (212) 000 00 00

**Mail Adresi               : omercetinkaya2793@gmail.com**

**KEP Adresi               :**babacanlar.insaat@hs01.kep.tr

|  |  |
| --- | --- |
| **MÜŞTERİNİN** |  |
| **ADI** |  |
| **SOYADI** |  |
| **TARİH** |  |
| **İMZA** |  |